
March 28, 2007 
 
SENT VIA ELECTRONIC MAIL 
 
Ms. Blanco Bayó, Director 
Commission Clerk and Administrative Services 
Room 110, Easley Building 
Florida Public Service Commission 
2540 Shumard Oak Blvd. 
Tallahassee, FL 32399-0850 
Filings@psc.state.fl.us 
 
 Re:  Docket No. 060614-TC 
 
Dear Ms. Bayó: 
 
 Please find attached for filing an electronic version of Kirsten Salb’s Petition and 
Memorandum to Inspect and Examine Confidential Material.  
 
 Thank you for your assistance with this filing. 
 
 Sincerely, 
 

  
  
 Douglass A. Kreis 
 
DAK/amb 
Attachment 
 
Cc:  Parties of Record 
 
 
 
 
 
 



 1

BEFORE THE FLORIDA PUBLIC SERVICE COMMISSION 
 

In re: Compliance investigation of TCG Public  ) 
Communications, Inc. for apparent violation of  ) 
Section 364.183(1), F.S., Access to Company  ) Docket No. 0606 14-TC 
Records, and determination of amount and   ) Filed: March 23, 2007 
Appropriate method for refunding overcharges  ) 
For collect calls made from inmate pay telephones.  ) 
 

PETITION AND MEMORANDUM TO INSPECT  
AND EXAMINE CONFIDENTIAL MATERIAL 

 In accordance with Section 25-22.006(5)(c)2 of the Florida Administrative Code,1 

Kirsten Salb (“Petitioner” and/or “Kirsten Salb”) requests that the Florida Public Service 

Commission (“Commission”) make available to her and/or her counsel all material, documents 

and information, claimed to be confidential or otherwise, filed with the Commission in this 

administrative matter for inspection, examination and copying.  In support of this request, 

Petitioner states the following: 

BACKGROUND 

Salb v. Evercom Systems, Inc., Correctional Billing Services and T-Netix, Inc. (S.D. 
Fla. 2006) Case No.: 06-20290 

 
On February 2, 2006, Petitioner, Kirsten Salb, on behalf of herself and others similarly 

situated filed a class action complaint against Evercom Systems, Inc. (“Evercom”) and 

Correctional Billing Services (“CBS”) seeking compensation for their unfair practices of 

wrongfully disconnecting calls made by Petitioner and other Florida residents.  The relief sought 

by Petitioner includes damages, injunctive relief, pre-judgment interest, and reasonable attorney's 

fees and costs.  On or about on September 25, 2006, that complaint was amended naming the 

                                                 
1 Section 25-22.006(5)(c)2 provides: “Any person may file a petition to inspect and examine any material which has 
been claimed confidential pursuant to Section 364.183(1), Florida Statutes.  A copy of the petition must be served on 
the affected telecommunications company or person which shall have 10 days to file a response as to why the 
material should remain exempt.  The petitioner shall have 7 days to file a reply to the filed response.  The 
Commission may set the matter for hearing or issue a ruling on the pleadings.” 
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additional Defendant, T-Netix, Inc. (“T-Netix”).  See Amended Class Action Compl. attached 

hereto as Exhibit “A.”  T-Netix and Evercom are affiliate companies operating under the same 

corporate umbrella.  T-Netix and Evercom are wholly owned subsidiaries of Securus 

Technologies, Inc. and share control of CBS.  In the underlying civil action, the parties have 

participated in discovery and Defendants Evercom, CBS and T-Netix have produced 

documentation.  Prior to filing this Petition to Inspect and Examine Confidential Material, the 

undersigned conferred with counsel for Evercom, CBS and T-Netix who indicated that they 

believed all information provided to the Florida Public Service Commission was likewise 

provided to Petitioner in the underlying civil matter and did not oppose our request.  However, 

counsel indicated that such consent could not be provided as to Respondent TCG. 

Florida Public Service Commission 

During the pendency of Petitioner’s civil suit against Evercom, CBS and T-Netix, the 

Florida Public Service Commission (“FPSC”) began its own investigation into the billing 

practices of TCG Public Communication, Inc. (“TCG”) which gave rise to the underlying 

administrative case.  At all relevant times, TCG had a contractual relationship with T-Netix and 

Evercom whereby T-Netix and Evercom are subcontractors to TCG for relevant the Miami-Dade 

contract (hereinafter Evercom, T-Netix, CBS and TCG are referred to herein collectively as 

“Respondents”).   

Specifically, on or about on September 12, 2006, in FPSC’s own investigation, FPSC’s 

Competitive Markets and Enforcement Staff sent a “Request to Establish Docket” to the 

Commission Clerk.  In the space for the suggested Docket Title, FPSC Staff proposed 

“Compliance investigation of TCG Public Communications, Inc. for apparent violation of 

Section 364.183(1), F.S., Access to Company Records, and determination of amount and 
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appropriate method of refunding overcharges for collect calls made from inmate pay 

telephones.”2  The Commission Clerk subsequently assigned this Request Docket No. 060614-

TC and titled the docket as proposed by the FPSC Staff.  

   On or about September 22, 2006, the Commission Staff issued a Subpoena Duces 

Tecum Without Deposition on TCG.  Subsequently, on or about on October 25, 2006 and 

February 6, 2007, Commission Staff issued a Subpoena Duces Tecum 

Without Deposition to Evercom in furtherance of its investigation.  However, rather than fully 

disclose information or produce requested documentation available for public view, Respondents 

responded on grounds that their responses were “confidential”.  Moreover, Respondents redacted 

responses and prevented said documents from being available for public view.  Petitioner now 

files this petition and memorandum to inspect,  examine and copy all material, documents and 

information, claimed to be confidential or otherwise, filed with the Commission in this 

administrative matter for inspection, examination and copying.   

Though counsel for Evercom, CBS and T-Netix with whom the undersigned conferred 

indicated that they believed all information provided to the Florida Public Service Commission 

was likewise provided to Petitioner in the underlying civil matter, Petitioner believes that 

information and documents were provided to the FPSC which may not have been produced to 

Petitioner.  As to documentation and information relating to these parties or entities, Petitioner 

simply seeks to confirm the completeness of discovery from said entities and such parties 

representation as to production.  However, additionally, because any and all documentation 

                                                 
2 The subject matter of this proceeding is pay telephone service provided to inmates at the Miami-Dade County 
Correctional Department facilities pursuant to a contract between TCG and Miami-Dade County and customer 
complaints associated with such service for the time period of approximately September 2003 through September 
2005. 
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Respondent TCG has produced to the FPSC would not have been produced in the underlying 

civil action, Petitioner seeks to inspect, examine and copy the same as well.   

ARGUMENT 

Florida recognizes a presumption that where documents are submitted to a governmental 

agency, such as the records submitted by the Respondents here to the FPSC, those records are 

public.  In Re: BellSouth Telecommunications, Inc., No. WL505685, slip op. at 1 (Fla. P.S.C. 

Jan. 26, 2007).  The purpose of this presumption is “based on the concept that government 

should operate in the ‘sunshine3.’” Id.  Thus, because Respondents have submitted documents to 

the FPSC, a governmental agency, those records are presumed public and, unless a statutory 

exception exists, the FPSC “shall permit the record to be inspected and copied by any person 

desiring to do so, at any reasonable time, under reasonable conditions, and under supervision by 

the custodian of the public records.”  Fla. Stat. Ann. § 119.07(1)(a).   

Respondents have uniformly responded to FPSC’s subpoena(s) by asserting that all of its 

responses were and are confidential in accordance with Fla. Stat. Ann. § 364.183(3), not subject 

to public disclosure under Fla. Stat. Ann. § 119.07, and redacted its responses.  However, 

                                                 
3 Fla. Stat. Ann. § 286.011 (West 2007), commonly referred to as Florida’s Sunshine Law, provides, in  pertinent 
part:  
 
(1) All meetings of any board or commission of any state agency or authority or of any agency or authority of any 
county, municipal corporation, or political subdivision, except as otherwise provided in the Constitution, at which 
official acts are to be taken are declared to be public meetings open to the public at all times, and no resolution, 
rule, or formal action shall be considered binding except as taken or made at such meeting. The board or 
commission must provide reasonable notice of all such meetings. 
 
(2) The minutes of a meeting of any such board or commission of any such state agency or authority shall be 
promptly recorded, and such records shall be open to public inspection. 
 
The purpose behind Florida’s Sunshine Law is to “protect the public from ‘closed door’ politics and, as such, the 
law must be broadly construed to effect its remedial and protective purpose.”   Wood v. Marston, 442 So.2d 934, 
938 (Fla.,1983) (citing Canney v. Board of Public Instruction, 278 So.2d 260 (Fla.1973); Board of Public 
Instruction v. Doran, 224 So.2d 693 (Fla.1969)). 
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Respondents asserted the confidentiality exception where it is clear none existed. 4  Fla. Stat. 

Ann. provides factors the FPSC ought to consider in determining if such an exception exists:  

(3) The term “proprietary confidential business information” means information, 
regardless of form or characteristics, which is owned or controlled by the person or 
company, is intended to be and is treated by the person or company as private in that the 
disclosure of the information would cause harm to the ratepayers or the person's or 
company's business operations, and has not been disclosed unless disclosed pursuant to a 
statutory provision, an order of a court or administrative body, or private agreement that 
provides that the information will not be released to the public. The term includes, but is 
not limited to: 
 
(a) Trade secrets. 
 
(b) Internal auditing controls and reports of internal auditors. 
 
(c) Security measures, systems, or procedures. 
 
(d) Information concerning bids or other contractual data, the disclosure of which would 
impair the efforts of the company or its affiliates to contract for goods or services on 
favorable terms. 
 
(e) Information relating to competitive interests, the disclosure of which would impair the 
competitive business of the provider of information. 
 
(f) Employee personnel information unrelated to compensation, duties, qualifications, or 
responsibilities. 

 
Fla. Stat. Ann. § 364.183(3).   

 A quick analysis of Respondents’ responses is illustrative of their misplaced contention 

as to a classification of confidentiality relating to the documents and information sought by the 

FPSC:  

Requests for Production and Interrogatories dated September 22, 2006 

On September 22, 2006, the FPSC served Requests for Production and Interrogatories 

upon TCG seeking information including: telephone equipment sensitivity settings; changes to 

                                                 
4 As to Respondents’ contention that the documents they have produced in response to request for production issued 
by the FPSC are "confidential", a review of the docket and documents filed within the underlying matter reveals 
only that said documents were unilaterally designated as "confidential" and that no formal determination has been 
made regarding their classification.  
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such settings; contracts between TCG and Evercom; and quantity of particular terminated calls.  

In response thereto, TCG filed a motion to quash or limit the discovery.  Additionally, TCG 

sought a protective order relating to Respondent Evercom’s disclosure of documents and 

information in response to a subpoena issued on Evercom by the FPSC on the same date.  In its 

response and opposition, TCG attempted to invoke the confidentiality provisions provided by 

Florida Statute § 364.183 and refused to respond fully to the FPSC’s requests.  The type of 

information sought does not meet the statutory definition of “proprietary confidential business 

information” contemplated by statute. 

Subpoena dated October 25, 2006 to Evercom5 

On October 25, 2006, the FPSC served a subpoena on Evercom directing it to provide the 

following information for the time period January 1999 and ending August 31, 2006: 

1. Any and all requests and correspondence regarding telephone equipment 
sensitivity setting for the correctional facilities served by TCG in the state of 
Florida.  

2. Any records of modifications and changes to sensitivity levels for the telephone 
equipment for the correctional facilities served by TCG in the state Florida.  

3. Complete copies of any and all contracts between TCG and Evercom d/b/a 
Correctional Billing Services governing work performed for TCG by Evercom 
d/b/a Correctional Billing Services. 

4. Please provide the information below for calls that terminated and another call 
was completed to the same telephone number with in 10 minutes for 
correctional facilities, identified by month and location, served by TCG in the 
state of Florida. 

a. LOCAL – Number of calls 
b. Intrastate – Number of calls and minutes 

 
By submission dated December 4, 2006, Evercom responded to these requests by filing a 

redacted exhibit list.  Presumably, Evercom in fact served responsive documents upon the FPSC, 

however, all that is reflected in the public record in a single page marked “confidential”.  

Without the benefit of reviewing Evercom’s submissions, Petitioner is without knowledge as to 
                                                 
5 Evercom was initially served with the same requests on September 22, 2006, however, refused to provide any 
responses thereto, filing a “motion to quash” the FPSC’s subpoena with objections. 
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the true nature of the documents produced by Evercom.  However, in view of both the 

information gained by Petitioner in her civil action pending in the Southern District of Florida 

federal court and in light of the type of documents sought by the FPSC outlined in its requests, 

Petitioner believes Evercom’s blanket assertion as to confidentiality is neither warranted nor 

supported by fact and law.  Wherein, counsel for said Respondents is not opposed to the 

inspection, examination and copying of the same, however, Petitioner seeks the same. 

Subpoena dated February 6, 2007 to Evercom but responded to by T-Netix 
 
Request No. 1: For each of the Miami-Dade facilities, please identify if Three-

Way Detection software was installed.  
 

A. Provide the date that the software was installed at each facility.  
 
B. Provide the date that the software was activated at each facility. 

 
Response:  Response is confidential and has been redacted.   
 
Request No. 2:  Please identify the technicians responsible for maintaining and 

monitoring the Three-Way Detection software at each facility. 
 

A.  For each facility, provide the period for each technician that has been or 
presently assigned to monitor and maintain the Three-Way Detection 
software 

 
B. For each facility, provide the period for each supervisor that has been or 

presently assigned to monitor and maintain the Three-Way Detection 
software.  

  
Response:  Response is confidential and has been redacted. 
 
Request No. 3: For each facility, where the Three-Way Detection software was 

installed, provide the following:    
 

A. The number of calls made from the inmate payphone system since the 
Three-Way detection software installation. (By month) 

 
B.  The number of calls interrupted due to Three-Way calls attempts detected 

by the system since the date of the software installation. (By month) 
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C. The number of calls interrupted due to DTMF detection by the system 
since the date of the Three-Way Detection software installation. (By 
month) 

 
Response:   Response is confidential and has been redacted.   
 
Request No. 4:  What are the criteria for setting the sensitivity level on the Three-

Way Detection software?  
 

Response:   Response is confidential and has been redacted. 
 
Request No. 5:  Please explain how the software differentiates between a Three-

Way attempt and DTMF attempt?    
 
Response:   Response is confidential and has been redacted.   
 
Request No. 6:  Who is the primary person to have the ability to modify settings on 

the Three-Way Detection software? 
 
Response:   Response is confidential and has been redacted.   
 
Request No.7: What is the self adjustment component to the Three-Way detection 

software?  Please answer the following:  
 

A.  How often is the software set to self adjust?  
 

B. Are records kept of each self adjustment?  
 

C. Is there a max percentage set for the sensitivity level?  
 

Response:   Response is confidential and has been redacted. 
 

Request No. 8:  For each facility, please provide the names of the personnel 
responsible for providing reports on the status and performance of 
the sensitivity levels during the time the software has been 
activated.  

 
Response:   Response is confidential and has been redacted. 
 
Request No. 9:  Are there records used to record the sensitivity settings for each 

facility?  
 
Response:   Response is confidential and has been redacted. 
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Request No. 10:  If the response to Interrogatory No. 9 is affirmative, please provide 
copies of the log books that were used to record the sensitivity 
settings at each facility.  

 
Response:   Response is confidential and has been redacted. 
 
Request No. 11:  Please identify all other facilities where your company has 

installed the Three-Way Detection software within the state of 
Florida.  

 
Response:   Response is confidential and has been redacted. 
 
Request No. 12:  If other facilities within the state of Florida are identified, then 

please provide answers to questions 1 through 10 above. 
 
Response:   Response is confidential and has been redacted. 
 
Request No. 13:  Is there a refund policy in place for customers when it has been 

determined that a call was incorrectly dropped by the Three-Way 
detection software?  If so, what does the customer need to provide 
to be to be eligible?  

 
Response:   Response is confidential and has been redacted. 
 
Request No. 14:  In June 2006, Evercom provided to the Commission a report 

detailing that the number of calls repeated within 10 minutes of 
drop was over 519,000 for the Miami-Dade Pretrial detention 
center.  However, the number reported to the Commission in 
December of 2006, for all Miami-Dade facilities was significantly 
lower. Please explain the discrepancy.  

 
Response:   Response is confidential and has been redacted. 

 
 It is clear from a simple review of the above fourteen (14) requests, that most, if not all, 

do not seek any documents which are confidential as defined under Florida law. 

On March 7, 2007, T-Netix responded to FPSC’s subpoena(s) by asserting that all of its 

responses were confidential.  T-Netix asserts the confidentiality exception where it is clear none 

existed.  Rather, T-Netix’s uniform response and unilateral designation of documents as 

“confidential” in unfounded.   
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In the past, FPSC has denied similar efforts to seek classification of documents as 

confidential and should similarly deny Petitioner’s request here.  See, e.g., Southern Bell Tel. 

And Tel. Co. v. Beard, 597 So.2d 873 (1st DCA 1992) (FPSC “refused to grant confidential 

classification to telephone company's documents despite company's argument that documents 

were ‘critical self analysis’ [as] there was no exemption to Public Records Act for ‘critical self 

analysis’ documents…Public Service Commission acted appropriately in concluding that 

confidential classification was not required for documents telephone company produced during 

discovery after officer of public council petitioned Commission to investigate and review the 

company's costs; documents were prepared by review committees and not by internal 

auditors…Public Service Commission did not abuse its discretion in declining to afford 

proprietary confidential business status to documents prepared by employees at telephone 

company despite company's contention that disclosure might result in embarrassment to 

company's managers, absent showing that documents fell within exceptions to Public Records 

Act disclosure requirements”).  

The request for confidential classification made by both Evercom and T-Netix should be 

denied as the public disclosure of the documents sought by the FPSC would not subject “the 

ratepayers or the person’s or company’s business operations” to harm by competitors.   Fla. Stat. 

Ann. § 364.183(3).   Moreover, Respondents’ blanket assertions of confidentiality are 

confounding to say the least because the subpoenas and discovery requests do not seek any 

“proprietary confidential business information” as defined by Fla. Stat. Ann. § 364.183(3).   

Therefore, Respondents’ concealment through redaction was unwarranted.         
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Rather, pursuant to rule, Petitioner has the right to inspect, examine and copy all of the 

documents produced by Respondents.   Pursuant to rule 25-22.006(5)(c)(2), Florida 

Administrative Code, which provides:  

(5)(c)(2). Any person may file a petition to inspect and examine any material which has 
been claimed confidential pursuant to 364.183(1), F.S. A copy of the petition must be 
served on the affected telecommunications company or person which shall have 10 days 
to file a response as to why the material should remain exempt. The petitioner shall have 
7 days to file a reply to the filed response. The Commission may set the matter for 
hearing or issue a ruling on the pleadings. 

 
Petitioner asserts her right to inspect, examine and copy all submissions and documents produced 

by Respondents in the underlying administrative action.  

Inspection under 25-22.006(5)(c)(2) of these alleged confidential documents is essential 

to Plaintiff and the members of the state-wide class of aggrieved consumers in the continuing 

prosecution of their case.  At the core of Petitioner’s claims against Defendants/Respondents, are 

the very documents produced to the FPSC.  To the extent that Respondents would argue that 

they have produced documents or information containing individual consumers identity, the 

same, if not already redacted, would be redacted prior to any copying of documents by Petitioner 

to safe-guard such personal information. 

 WHEREFORE, Petitioner, respectfully requests that the Commission allow her to 

inspect, examine and copy all material and documents filed in this Docket.   

 Respectfully submitted this 28th day of March 2007. 

      s/ Douglass A. Kreis 
   Douglass A. Kreis, Esq. 
   R. Jason Richards, Esq. 
   Justin G. Witkin, Esq. 

      Aylstock, Witkin & Sasser, PLC. 
      4400 Bayou Blvd., Ste. 58 
      Pensacola, FL 32503 
      Phone: (850) 916-7450 
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      Lance A. Harke, Esq. 
      Howard A. Bushman, Esq. 
      Harke & Clasby LLP 
      155 South Miami Avenue, Suite 600 
      Miami, FL 33130 
      (305) 536-8220 Phone 
 
      ATTORNEYS FOR KIRSTEN SALB 
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CERTIFICATE OF SERVICE 
 
 I HEREBY CERTIFY that a true and correct copy of the foregoing was served on the following 

parties via electronic mail (*) and/or U.S. Mail this 28th day of March 2007:  

 
Lee Eng Tan * 
Office of General Counsel 
Florida Public Service Commission 
2540 Shumard Oak Blvd. 
Tallahassee, FL 32399-0850 
kscott@psc.state.fl.us 
 
Floyd R. Self, Esq. * 
Messer, Caparello & Self, P.A. 
P.O. Box 15579 
Tallahassee, FL 32317 
fself@lawfla.com 
 
Patrick Wiggins 
Office of General Counsel 
Florida Public Service Commission 
2540 Shumard Oak Blvd. 
Tallahassee, FL 32399-0850 
 
TCG 
Ms. Lynda Gaston 
C/o Global Tel*Link Corporation 
2609 Cameron Street 
Mobile, AL 36607 
 
 

David Silverman, Esq. 
Global Tel*Link 
12011 Lee Jackson Memorial Highway,  
Suite 320 
Fairfax, VA 22033 
 
Tracy W. Hatch, Esq. 
AT&T Communications of the Southern States, 
Inc. 
101 North Monroe Street, Suite 700 
Tallahassee, FL 32301 
 
Randy Hoffman 
Vice President 
Securus Technologies, Inc. 
14651 Dallas Parkway, 6th Floor 
Dallas, TX 75254 
 
Vicki Gordon Kaufman * 
Moyle, Flanigan, Katz, Raymond, White & 
Krasker, P.A. 
The Perkins House 
118 North Gadsden Street 
Pensacola, FL 32301 
vkaufman@moylelaw.com

 
 

 
s/ Douglass A. Kreis 
DOUGLASS A. KREIS 

 



 
 
 

EXHIBIT “A” 
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